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This product is compliant of UL294 and ULC S319 standard. This product’s compliance
would be invalidated through the use of any add-on, expansion, memory or other module
that has not yet been evaluated for compatibility for use with this UL Listed product, in
accordance with the requirements of the Standards UL 294 and ULC S319. This product has
been evaluated for ULC-S319 Class I.
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Overview

The Schlage CT5000 is an off-line access controller in the AD-Series product line.

* The CT5000 is intended for use on one (1) single opening.

* May be used with up to two (2) credential reader interfaces that use Wiegand and/or
Clock & Data outputs.

» Externally powered using a UL294 power supply for UL installations and a ULC S318/
ULCS319 listed Class 2 power supply for cUL installations (not included) capable of
sourcing at least 500mA @ 12 or 24 VDC (example: Schlage models PS902, PS904,
PS906).

» Capabile of storing credentials for up to 5000 users.

* Maintains an audit trail of up to 5000 events.

* Intended for indoor use only. Ambient temperature range -35C to +66C (-31F to +151F).

»  The CT5000 is configured using the Handheld Device (HHD). See Handheld Device
(HHD) on page 14 for more information.

* Any installation involving an opening which is considered an emergency exit or a fire
rated opening must conform to all local and national safety and building codes.

» Access equipment manufactured and/or sold by Allegion is not rated for, or intended
for use in life safety installations. UL listed panic hardware must be used to allow
emergency exit from the protected area.

+ Beforeinstalling the CT5000 controller, read all documentation for all products in
the installation.

6" (15.25 cm)
Mounting Z
Holes
J6
Relay Outputs —
J2
Lid Tamper J7, Power
Switch Input 1 o;' 24VDC
J13 Ji8
Switch Inputs Reader 2
Swi 9%"
Lid Tamper (25.25 cm)
Switch
Mounting J10 Ji7 Mounting
Hole Reserved Reader 1 Hole



Getting started

Before installing the CT5000, read all documentation for all products in the
installation.

1. Determine the location of each component in the access control system. The CT5000
must be installed indoors.

2. To operate at optimum efficiency, cable runs should be kept as short as possible.

3. Consult the National Electrical Code (NEC) and local electrical codes for information
regarding wire run lengths and minimum required wire gauge.

4. Install the UL listed reader(s) as specified in the control unit installation instructions.

® The CT5000 may not control or configure the reader’s beeper or LED settings.
Consult the reader’s user guide for more information on configuring the reader’s
beeper or LED patterns.

5. Install the UL listed electrified locking hardware. See the manufacturer’s installation
guide that came with the hardware. For installation instructions and information for
Schlage electrified locks, visit the Schlage website at www.schlage.com/support.

6. Install the CT5000. A U.S. single gang electrical box (not included) is required for
the remote USB connection. See Remote USB connection on page 13.

7. Installa UL294 or ULC S318/ULC S319 listed power supply (example: Schlage PS900
Series) for the CT5000 and the readers. The power supply must be compatible with all
components and must have the capacity to power the CT5000 and the readers. (The
CT5000 requires a power supply capable of sourcing at least 500 mA @ 12 or 24 VDC.)

® If preferred, separate UL294 or ULCS318/ULC S319 listed power sources for the
CT5000 and the readers is an acceptable alternative.

8. Make sure power is properly connected to all components in the system.

9. After power is applied, remove the mylar strip from the coin cell battery.

10. Make all wiring connections.

11. Configure and program the CT5000. See CT5000 manual programming on page 16.

12. Test the operation of the CT5000 with the electrified locking hardware. See Test on
page 21.

Save this user guide for future reference.

Credentials

° CT5000 ¢
UL listed exit
device or lock

Readers |||=

oEEE
BEEE
EEEE]

=0 []

Door hardware
connections
not shown.

Power
Supply

Typical installation

Compatible credential reader output formats
Wiegand and Clock & Data formats are compatible with the CT5000.

Keypad formats compatible with the CT5000 are: ASCII with leading parity, 4-bit, 8-bit
and 26-bit Wiegand. (Note: Manual programming and card plus pin are not supported in
26-bit Wiegand.)
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Mount the CT5000

Follow these steps to permanently attach the CT5000 enclosure to its desired location.
1. Drill four holes, 92" diameter drill bit, 134" (44 mm) deep, located to match the mounting
holes as shown on page 3.
2. If the location does not adequately support the CT5000, mounting anchors should be
used (not included).
3. Mount the CT5000 using appropriate #8 mounting hardware (not included).

CT5000 wiring connections

Wiring the CT5000 to access control peripherals

The CT5000 will interface with two (2) UL listed credential readers and supports three (3)
output relays — strike, auxiliary and alarm, and four (4) optional inputs — reader 1 tamper,
reader 2 tamper, request to exit and door position switch.

Request to enter is not supported on the CT5000.
Use cable entry/exit connectors that comply with local electrical codes (i.e. conduit, etc.)

Drill hole(s) in the CT5000 enclosure to accommodate the size and number of entry/exit
connectors to be used (refer to diagram).

To avoid damage to electronics inside the enclosure when drilling, use light pressure
so that the bit does not penetrate very far when it breaks through the enclosure, or
remove electronics from the enclosure before drilling.

Drill access
hole(s) in this area.




CT5000 Cable/wire specifications

»  Wiring methods should be in accordance with the National Electric Code (ANSI/
NFPA70), local electric codes and the authorities having jurisdiction.

» Cabling and wire must be UL listed and recognized wire suitable for the application.

* Use only stranded, multi-conductor wire without splices.

+ Refer to Cable/Wire Table 1 - Typical Installation for wire specifications for a typical
configuration.

» Refer to Cable/Wire Table 2 for wire specifications for other wiring configurations.

Cable/wire table 1 - typical Installation

Application | Part number | AWG | Description | Length of wire run
DC power input Belden 8760 18 |2 conductor 100 feet (30.5 meters)
Door position switch Belden 8760 18 |2 conductor 500 feet
Request to exit Belden 8760 18* |shielded (152.5 meters)
Strike relay output Belden 8760 18*
Auxiliary relay output Belden 8760 18*
Alarm relay output Belden 8760 18*
Credential reader Belden 8760 18*
tamper
Credential reader 1 Alpha 1296C 22 |6 conductor
shielded
Alpha 1298C 22 |8 conductor
shielded
Credential reader 2 Alpha 1296C 22 |6 conductor
shielded
Alpha 1298C 22 |8 conductor
shielded

* Typical application. See Cable/wire table 2 for load/power wire runs.

Cable/wire table 2

Load current @ 12 VDC Load current @ 24 VDC
Total length of one
wire run 12A | 3/4A 12A | 3/4A

100 feet (30.5 meters) 24 18 16 14 24 20 18 18
200 feet (61 meters) 16 14 12 12 20 18 16 14
300 feet (91.5 meters) 16 12 12 10 18 16 14 12
400 feet (122 meters) 14 12 10 - 18 14 12 12
500 feet (152.5 meters) 14 10 10 - 16 14 12 10
Power

The J7 input power connection is mandatory. An external, UL294 or ULCS318/ULCS319
listed power supply capable of sourcing at least 500 mA @ 12 or 24 VDC must be provided.

RS-485
J10 RS-485 connection is reserved for future expansion.
Tamper input

SW1 lid tamper switch monitors the state of the CT5000 enclosure lid and generates a tamper
trouble signal when the lid is open. When terminals J2-1 and J2-2 are shorted, a tamper audit is
recorded.
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Switch inputs

Request to exit and door position switch are designed to be dry contact switches tied to
ground when the switch is closed.

Reader 1 tamper and reader 2 tamper are designed to be dry contact switches tied to
ground when the switch is closed, OR a signal level input for 5V logic. Any voltage greater
than 5V may cause damage to either the CT5000 or the reader(s).

Connect the shield of the electrified locking hardware input cables to the appropriate
CT5000 GND terminal.

®

The switch input may be changed from the default condition using the Schlage
Utility Software (SUS) on the HHD.

When a dry contact switch is used,
connect one wire to TAMP2 and the other
to pin 9 (GND).

e Description Default condition
GND |J13-1 |Ground
RTE J132 Request Not currently used in the CT5000.
to enter
GND |J13-3 |Ground gl_?gg(l)%al ground (common) for the
Request When the switch opens or closes, the Switch closed
RTX J13-4 to gxit CT5000 will change the state of the strike |(GND) = Request
relay. to exit
GND |J13-5 |Ground cE;IT(?é:(t)rtl)coal ground (common) for the
By default, the CT5000 assumes there Switch open = door
is no DPS connected. To install DPS, a closed
Handheld Device (HHD) with Schlage
Utility Software (sold separately) is
Door  |hecessary to change the configuration
DPS  |J13-6 |position | ¢ the system to indicate that a DPS is
switch  |installed.
When DPS is installed and enabled, the
CT5000 will trigger an alarm if configured
in this manner with the HHD.
GND |J13-7 |Ground E[?Scér(l)%al ground (common) for the
When a signal level input is used, Signal low or switch
connect the wire to TAMP1 closed (GND) =
reader 1 tamper
TAMPL | J138 | Feoaderd/OR
amper  |\when a dry contact switch is used,
connect one wire to TAMP1 and the other
to pin 7 (GND).
GND |J13-9 |Ground CE:I_?gg(l)%al ground (common) for the
When a signal level input is used, Signal low or switch
connect the wire to TAMP2 closed (GND) =
reader 2 tamper
TAMP2 | J13-10 | Reader2|OR
tamper




Relay outputs

The three (3) relay outputs consist of strike, auxiliary and alarm outputs. These are Form C
type relay outputs with normally open, common and normally closed contacts.

» The factory default configuration of the strike relay is as follows:

*  When the strike relay is de-energized, the opening is assumed to be secure.

*  When the strike relay is energized, the opening is assumed to be unsecure.

Accordingly, the appropriate side of the relay contact (normally open/normally closed)
must be used to ensure that when the relay is de-energized the opening is locked,
and when the relay is energized the opening is unlocked. The aux and alarm relays are
de-energized by default.

The strike, auxiliary and alarm relay outputs can be individually configured by the SUS on the HHD.
Refer to Wiring Diagrams on page 10, page 11, and page 12.

Relay output terminal \ Description
STR_NO |J6-1 | Strike normally open The strike relay is capable of switching up to a
STR_C |J6-2 |Strike common 6 amp resistive load at 24 VDC, 6 amp at 120

STR_NC |J6-3 | Strike normally closed  |VAC, or 3 amp at 240 VAC.
AUX_NO|J6-4 | Auxiliary normally open | The aux relay is capable of switching up to a 2 amp

AUX_C |J6-5 |Auxiliary common resistive load at 24 VDC or 0.5 amp at 120 VAC.
AUX_NC|J6-6 |Auxiliary normally closed
ALR_NO|J6-7 |Alarm normally open The alarm relay is capable of switching up to a 2 amp

resistive load at 24 VDC or 0.5 amp at 120 VAC.

Note: The CT5000 alarm operates only when
ALR_C |J6-8 |Alarm common a DPS is installed and the CT5000 is properly
configured with the HHD.

By default, the CT5000 assumes there is no
ALR_NC|J6-9 | Alarm normally closed | DPS connected. To install DPS, a Handheld
Device (HHD) with Schlage Utility Software

(sold separately) is necessary to change the
configuration of the system to indicate that a DPS
is installed.

A transient suppressor must be installed with every electrical device switched
through a relay output contact.

Refer to the Relay output suppression diagram below. Follow the UL listed electrified lock/
load manufacturer’s recommendation for suppression of magnetic/inductive loads. Use

a properly rated transient voltage suppression (TVS) diode (or silicon avalanche diode).
Install the suppressor within 18 inches (46 cm) of the switched electrical load.

® Relay outputs must utilize a dedicated shielded cable to prevent transient
contamination of other CT5000 signal wiring. Do not run relay output wires in the
same cable or conduit as any other CT5000 wiring. Connect the shield of the relay
output cables to the appropriate earth ground terminal of the electrified lock/load or
auxiliary load power supply. The shield should NOT be connected at the CT5000.

1
Electrified L UL/ULC
Access Zk —Transient Listed
Control Suppressor Power CT5000

Hardware Supply Common
Relay or
Solenoid

I
NC or NO depending on
fail safe/fail secure configuration

Relay output suppression diagram
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Credential readers

An input device with either Wiegand (Data1/Data0) or Magnetic (Clock and Data) bit stream
can be used with the CT5000. The CT5000 provides two (2) separate credential reader
interfaces for control of one (1) opening.

The following readers are UL294 listed for use with the CT5000:
» Essex Electronics model KTP-162
* Mercury Security models MR-5 and MR-20, and XceedID models XF-1050, XF-1100,
XF-1500, XF-1550 and XF-2100

The following readers are ULC S319 listed for use with the CT5000:
+ XceedID models PR10, SM10, MT11, MT11-485, MT15, MT15-485, MTK15 and MTK15-485.

Connect the shield of the reader 1 cable to the CT5000 J17-3 terminal (GND). Connect the

shield of the reader 2 cable to the CT5000 J18-3 terminal (GND). Do not connect the cable

shield at the credential reader.

® Reader input ports are designed for 5V logic. Any voltage greater than 5V may
cause damage to either the CT5000 or the reader(s).

The CT5000 does not provide power to the reader(s). Power must be provided to the
reader(s) separately by a UL listed power supply. Refer to Wiring Diagram examples
on page 10, page 11, andpage 12.

The CT5000 may not provide complete control of the reader’s beeper or LEDs. Please
consult the reader’s manufacturer for instruction on reader configuration.

Make sure your reader is configured with the LEDs and beeper OFF for best
compatibility.

Reade eade
e a e a PDe PLIo

CLK/D1 J171 J18-1 | Credential reader inputs: Each input line is pulled to
GND through a 12V transient suppressor and a 2 mega-
DATA/DO | J17-2 | J1s.2 |Ohmresistor
Wiegand or magnetic format is automatically detected.
The signal ground of the CT5000 must be tied to the
signal ground at the reader.
Beeper signal line connection to the reader.
This is an “open collector” style output, and has a 12V
transient suppressor to GND.
BEEPER | J17-4 J18-4 | The output is switched to GND through a 100 ohm
resistor to activate the beeper on the reader.
Note: Most readers beep independently, and beeper
performance depends on the specific reader model.
Green LED signal line connection to the reader.
This is an “open collector” style output, and has a 12V
GRN J17-5 J18-5 |transient suppressor to GND.
The output is switched to GND through a 100 ohm
resistor to activate the green LED on the reader.
RED J17-6 J18-6 |Red LED signal line connection to the reader.
This is an “Open Collector” style output, and has a 12V
transient suppressor to GND.
The output is switched to GND through a 100 Ohm
resistor to activate the red LED on the reader.

GND J17-3 J18-3
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Power failure modes

To + 12 or 24 VDC
of Card Reader *

*IMPORTANT: Match Voltage of Power Supply to Card Reader

The CT5000 strike relay can be configured to fail safe (fail unlocked) or fail secure (fail locked)
using SUS on the HHD. The default state of the strike relay is fail secure or “normally closed
(secure)” on the HHD. Auxiliary and alarm relays can also be configured. Please use the chart
below as a recommended wiring guideline with various types of electronic locking hardware.

To maximize security, a valid credential must be presented before any configuration
change to the strike relay can take effect.
» For fail secure, UL listed panic hardware must be used to allow emergency exit from the

protected area.

» UL listed electronic locking devices may need a UL listed access control or burglar
power supply with battery backup for the CT5000 to control their power failure mode
(example: Schlage models PS902, PS904, PS906). The battery backup time must be

the same or greater than

the CT5000 battery backup time.

Strike relay ‘ SUS strike relay

Battery backup for

Locking hardware |Failure state wiring configuration |locking hardware?
Fail safe locking Fail secure NC-C Normally closed Yes
hardware Fail safe NC-C Normally closed No
Fail secure locking |Fail secure NO-C Normally closed No
hardware Fail safe NC-C Normally open Yes
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Remote USB connection

Programming may be performed locally at the CT5000, or remotely up to 15 cable feet away
using the furnished cable, panel mount cable and wall plate (shown below). A remote USB
connection will allow the Handheld Device (HHD) to communicate with the CT5000 without
removing the CT5000 enclosure lid.

15 foot Panel Mount USB Wall Plate
USB Cable USB Cable

°

A —d E e

® Programming may be remotely performed up to 125 cable feet away using a USB
extender kit, part number 23745565 (sold separately).

Follow these steps to install the 15 foot USB cable, panel mount USB cable, and USB wall
plate (see diagram below):
1. Route the 15 foot USB cable through the hole in the CT5000 enclosure (see CT5000
wiring connections on page 5 for more detail). Verify proper USB mating end is run
into the CT5000. DO NOT connect the USB cable to the CT5000 USB port (J5) yet.
2. Route the 15 foot USB cable from the CT5000 to where a U.S. single gang electrical
box (not included) will be installed. Install the single gang box at this location.
3. Connect the panel mount USB cable to the USB wall plate using the included hardware.
4. Route the 15 foot USB cable through the single gang electrical box and connect it to the
panel mount USB cable.
5. Attach the USB wall plate to the single gang electrical box using the included hardware.
6. Connect the USB cable to the CT5000.

The CT5000 can now be configured and programmed with the HHD through the USB wall plate.

® The lid must be taken off of the CT5000 enclosure in order to couple an HHD to
the CT5000 for the first time.

F1 A A U0

5 To HHD
©] usB O]

15 foot Panel Mount
USB Cable USB Cable L
B -2 =
USB Wall Plate
© _ O]
By R e




Handheld Device (HHD)

The Handheld Device is used for programming and setup only.

The Handheld Device (HHD) is used to configure the CT5000. This includes transferring data
files between the access control software and the CT5000. Refer to the SUS user guide for
more information about the HHD.

To connect the HHD to the CT5000:

®

1.

> wpn

©

14 .

If a remote USB connection is being used, begin at step 3.

Loosen the 6 screws and remove the CT5000 lid. The POWER LED should blink green
when the lid is off.

Verify power is connected to the CT5000.

Log in to the SUS software. See the SUS User Guide at www.schlage.com/support.
Make sure the HHD connection type is set to “USB Connection”.

Connect the HHD to J5 USB port, or to the USB wall plate if a remote USB connection is
used. The CT5000’s USB LED will blink green.

The CT5000 is communicating with the HHD when the USB LED blinks green and
the HHD display indicates “new lock”, “no door data available” or the name of the
door file. The SUS is now ready to view the CT5000 settings.

To Edit Settings or Update Firmware on the CT5000, the SUS software and the CT5000
must be coupled. To couple the CT5000 and the HHD:

On the CT5000, press and hold the SCHLAGE button while pressing the LINK button
three (3) times within 5 seconds.

The USB LED will blink red and green. On SUS, select the option “Couple HHD to
Device”. SUS will report when coupling is successful.

Successful coupling will be indicated on the CT5000 with a blinking green USB LED.

J5
uUsB

LINK SCHLAGE
Button Button

Schlage + CT5000 user guide



Construction access mode

Construction access mode is used to allow access before

the CT5000 controller has been programmed, and for testing TIPS
purposes. Use the same master
* Enabled by default. construction credential for
* The CT5000 controller will remain in construction access | all the controllers in the
mode until the mode is cancelled as described below. facility.

* No audits are captured while the CT5000 controller is in

construction access mode. If you present the

first card with a new
controller to create the
master construction
credential and the card

is not accepted, the
controller has either been
programmed or already
has a master construction

CT5000 controller with readers
1. Remove the CT5000 lid.
2. Press and hold the Schlage button.
3. Present a credential to the reader within 5 seconds of
pressing the Schlage button.
4. The DEBUG LED and the reader’s LED will blink green

5 times. .
5. This credential becomes the master construction credential.
credential. If the master construction
® If the credential is not presented within 5 seconds, credential cannot be
timeout will occur. Repeat steps 2-5 above. located, or to put the
) ) controller back into
To program construction access mode user credentials: construction access
® The master construction credential must be mode, reset the controller
programmed before programming construction to factory settings.
access mode user credentials. See Reset To Factory
1. Present the master construction credential to the reader. Defaults below for more
2. The DEBUG LED and the reader’s LED will light green information.

for 20 seconds.
3. Present the credential to be programmed within 20 seconds.
4. The DEBUG LED and the reader’s LED will blink green 5 times.

Cancel construction access mode

Do one of the following:
*  Program the lock with the HHD. See the SUS User Guide for more information.
» Reset the lock to factory settings. See Reset to factory defaults on page 15 for
information.

When construction mode is cancelled, the master construction credential and all other
credentials added using the master construction credential will no longer function.

Reset to factory defaults

All information in the CT5000 will be deleted and reset to factory defaults!

1. Remove the CT5000 lid.

2. Press and hold both the SCHLAGE and LINK buttons for approximately three (3)
seconds.

3. When the POWER/TAMPER LED turns off, release the buttons.

4. After a 15 second delay, the CT5000 DEBUG LED and the reader’s LED will blink
green for one second, and the reader will beep for one second.

5. Replace the lid.
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CT5000 manual programming

©

Manual programming applies only to a CT5000

installed with a keypad credential reader.

©

Keypad credential readers with ASCII with leading parity,

4-bit and 8-bit formats allow manual programming.
When adding a card credential, the 3-6 digit code (PIN)

entered prior to presenting the card becomes the credential

TIPS

The default programming
code is 97531 and “*”.

The default normal use
code is 13579 and “#”.

reference number. This number can be used to delete a card without physically having the
card. Keep a log of all issued credential reference numbers and codes for future reference.

Credential types
Credential type |

Programming
(code or card)

Function
Used to program the CT5000 controller.
Does not unlock the lock.

Description
Five-digit code and “*”
OR card

Normal use Unlocks the lock (activates main relay), for |PIN (3 - 6 digits) OR card

Normal use +PIN | the time of the relock delay. PIN (3 - 6 digits) AND card

Toggle Changes the state of the CT5000 controller [PIN (3 - 6 digits) OR card

Toggle +PIN from locked to unlocked, or vice versa, PIN (3 - 6 digits) AND card
unless in a Freeze state.

Freeze Freezes the lock in the current state. PIN (3 - 6 digits) OR card

Freeze +PIN CT5000 controller remains frozen until PIN (3 - 6 digits) AND card

Freeze credential is presented again.

Pass-Through

Pass-through
+PIN

Unlocks a lock momentarily, regardless
of state. Overrides a CT5000 controller in
Freeze state.

PIN (3 - 6 digits) OR card

(
(
(
(

PIN (3 - 6 digits) AND card

Aux only Used to activate the auxiliary relay, for the |PIN (3 - 6 digits) OR card
time of the relock delay.

Aux toggle Changes the state of the auxiliary relay PIN (3 - 6 digits) OR card
from locked to unlocked, or vice versa,
unless in a Freeze state.

Main + aux Used to activate the main and auxiliary PIN (3 - 6 digits) OR card

normal use relays together for time of the relock delay.

Main + aux pass
thru

Unlocks both the main and auxiliary relays
regardless of state, for the time of the relock
delay.

PIN (3 - 6 digits) OR card

Main + aux
toggle

Changes the state of both the main and
auxiliary relays from locked to unlocked, or
vice versa, unless in a Freeze state.

PIN (3 - 6 digits) OR card
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Programming legend

Symbol

[Programming code]

Five-digit code, identical to programming credential code listed in the

Description

credential types table.

Programming Card

Programming card, identical to programming credential card listed in

the credential types table.

[CODE] An identifier assigned to a specific function of the electrified locking
hardware.
Three- to six-digit code (default PIN length is six digits). A PIN can be

[PIN] any of the PIN code types listed in the Credential Types table. A PIN
entered before a card credential becomes the Credential Reference
Number.

*® Asterisk key on the keypad

@-0© Number keys on the keypad

Manual programming commands
® Keep a log of programmed credentials and users, with functions and PIN numbers.

® Commands are confirmed by five blinks of the green DEBUG LED and the reader’s
green LED will blink.

® The reader’s red LED will blink to indicate an incorrect entry. To interpret blink

patterns, refer to on page 19.

Function \ Press/Present | Confirmation®
[Programming Code] % OR  Programming Card Wait for
Change @ ® green LED to
: : stop blinking
[Programming Code] New [Programming Code] &) between each
New [Programming Code] @ step.
[Programming Code] ® OR  Programming Card Wait for
Change ?® green LED to
Programming Card bst’?p bI|nk|ngh
New Programming Card etween eac
step.
[Programming Code] ®% OR  Programming Card Wait for
Add Normal Use @ ® green LED to
Credential e »New [P|N] @ Stop bllnklng
i @ (for PIN only) OR New Card between each
“add another credential OR @ to finish step.
[Programming Code] % OR  Programming Card
33 ® Wait for
Add Normal Use BIOIOL) %;i?)nbll-irflfi)ntg
+PIN Credential P —— »New [PIN] between each
New Card step.
‘.add another credential OR ) to finish
1 Other lights may show before the final confirmation. Wait for the final confirmation before continuing to the next step.




Function \ Press/Present | Confirmation?
[Programming Code] % OR  Programming Card
® Wait for
Add Toggle POO® Yo blinking
Credential [— »New [PIN] % between each
;@ (for PIN only) OR New Card step.
add another credential OR @ to finish
[Programming Code] % OR  Programming Card _
306 ® Wait for
Add Toggle +PIN P00 %rtif)”bhfﬁn:’
Credential e »New [PIN] & between each
“add another credential OR ) to finish
[Programming Code] % OR  Programming Card .
®e® reVeV:1 IIt_IfEOIS to
Add Freeze @ @ @ @ gstop blinking
Credential [T »New [PIN] % between each
@ (for PIN only) OR New Card step.
“add another credential OR @) to finish
[Programming Code] &% OR  Programming Card )
306 ® Wait for
Add Freeze +PIN BIOICIS) irt(ca)f)nbll_iflijintg
Credential R »New [PIN] & between each
~add another credential OR @ to finish
[Programming Code] % OR  Programming Card
33 ® Wait for
Add Pass Through OIOJOLD) iﬂiﬁ”bhfﬁnt;’
Credential [— »New [PIN] 3 between each
: @ (for PIN only) OR New Card step.
add another credential OR @) to finish
[Programming Code] % OR  Programming Card )
306 ® Wait for
Add Pass Through 31O ® %;f)f)”bhfgntg
+P|N Credentlal e ’NeW [PlN] @ between each
~add another credential OR @ to finish
[Programming Code] % OR  Programming Card Wait for
OIS green LED to
Delete Credential ...y » Credential [PIN] & stop blinking
delete another iy between each
credential OR ® to finish step.

1 Other lights may show before the final confirmation. Wait for the final confirmation before continuing to the next step.
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Function \ Press/Present | Confirmation?
[Programming Code] % OR  Programming Card .
33 ® Wait for
green LED to
Aux Only QOO® stop blinking
g » New [CODE] % between each
& (for CODE only) OR New Card step.
‘add another credential OR @ to finish
e ——————
[Programming Code] % OR  Programming Card _
33 ® Wait for
reen LED to
200® green ="
Aux Toggle stop blinking
............................. New [CODE] &%
; > between each
) (for CODE only) OR New Card step.
-add another credential OR @ to finish
N
[Programming Code] % OR  Programming Card
Wait for
@®®®®®® green LED to
Main + Aux Normal stop blinking
g » New [CODE] % between each
& (for CODE only) OR New Card step.
“add another credential OR @ to finish
b —————
[Programming Code] @ OR  Programming Card '
Pe® revtllria IIt_fEOI:r) to
Main + Aux OIOIOLC) gstop blinking
Pass Thru SRR » New [CODE] &% between each
) (for CODE only) OR New Card step.
add another credential OR @ to finish
N
[Programming Code] % OR  Programming Card
Wait for
@®®®®®® green LED to
Main + Aux Toggle stop blinking
New [CODE] &%
eeeeenseesttiiiiietetaieee » between each
) (for CODE only) OR New Card step.
.add another credential OR @) to finish
e ——————
[Programming Code] &% OR  Programming Card Wait £
ait for
OIOL)
green LED to
Change Relock D® stop blinking
Delay Each button press adds to the total delay time
between each
Example: (1) + (9) adds a 10 second delay step.
@ to finish
[Programming Code] % OR  Programming Card Wait for
OIOLD) green LED to
Change PIN Length @ ® stop blinking
Press (3), @), (5), OR (6) for desired PIN length between each
® to finish step.

1 Other lights may show before the final confirmation. Wait for the final confirmation before continuing to the next step.
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Manual programming error codes
® Error codes are indicated at the reader by a blinking red LED. The number of red
blinks indicates the error code.

® The CT5000 may not provide complete control of the reader’s beeper or LEDs.
Please consult the reader’s manufacturer for instruction on reader configuration.

Number of
red blinks Error code description
1 Computer programming error (not complete).
2 Too long user/master code entered. Master code length must be five (5) digits.
User code length cannot exceed 6 digits.
3 Memory full, too many codes. Delete some codes.
4 Master code cannot be deleted, only changed.
5 Master code entries do not match. Master code not changed.
6 Invalid command. Invalid function code entered.
7 Code not found.
8 Code too short. Master code length must be five (5) digits. User code
minimum length is three (3) digits.
9 Not a unique code.
10 Manual programming not allowed.

Using the CT5000 controller

After credentials have been programmed, present credentials to operate the CT5000 controller
as follows:

Credential

type Action
Credential |Present credential to reader = Green blink and access granted
+ PIN Present credential to reader = Press PIN ! Green blink and access granted
Credential

1 The default PIN length is six digits. The “#” key must be used as an ENTER key for PINs with fewer than six
digits. PIN length can be manually configured (refer to Change PIN Length on page 19).

Reader LED reference

The CT5000 supports independent reader LED and beeper operation. The credential reader
being used may or may not allow independent control of the reader’s LEDs. Please consult
the credential reader’s manufacturer for instruction on reader configuration.

The table below represents the operation of most available credential readers. LED feedback
during manual programming may differ depending on the reader configuration used.

Reader condition ‘ Reader LED
Access denied 2 red blinks
Access denied, user outside time zone |4 red blinks
Factory default reset No LED indicator while clearing memory, then a one-

second solid green and one beep when complete

Waiting for PIN (Card + PIN) 5 alternating red and green blinks
Low battery indicator, coin cell battery |1 green and 3 red blinks before valid access
Momentary unsecured access Solid green while unlocked
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Reader condition ‘ Reader LED

Toggle unsecured Solid green while unlocked
Toggle secure (relocking) Solid red

Access denied, frozen secured or 12 red blinks

holiday restricted secured

CT5000 coin cell battery

When installing the CT5000, after power is applied, remove the mylar strip from the coin cell
battery.

When the coin cell battery is low, the CT5000 will provide a delay after acceptance of a valid
credential, and the POWER/TAMPER LED (LED7) will blink rapidly. The reader’s LED will
indicate low battery with one green blink and three red blinks before allowing access.

® Replace the CT5000’s coin cell battery with Panasonic CR-2025 only. Use of
another battery may present a risk of fire or explosion.

CAUTION! Risk of fire, explosion, and burns. Do not recharge, disassemble, heat
above 100°C or incinerate.

Test

Test the CT5000 with power applied
1. The POWER/TAMPER LED will blink green when the CT5000 lid is removed, and will
light solid green when the lid tamper switch is pressed.
2. Most readers are designed to function independently of the CT5000. If the reader’s LED
and beeper performance is irregular or unexpected, refer to the instructions that came
with the reader.

Schlage button test
® Performing the Schlage button test will not result in the loss of any CT5000
settings or programming changes.
1. While holding the SCHLAGE button, press and release the RESET button.
2. All relays, on-board LEDs, reader LEDs and reader beeper will be active while the
SCHLAGE button is pressed.

CT5000 in construction mode
1. After programming a Construction Credential (refer to page 15), present a valid
Construction Credential to the reader.
2. The CT5000 Strike relay will activate for the length of the default relock delay. The
Auxiliary relay will not activate.

CT5000 and door file test

1. Present a valid credential to the reader.

2. The CT5000’s STRIKE relay and STRIKE LED will activate for the relock delay, and
the reader’s green LED will blink. A valid credential will not activate the AUX relay
unless the door file has given the credential authorization to do so.

3. If the credential is not accepted, the reader’s red LED will blink twice.

The audit file is capable of indicating the status for Anti-Tamper Switch Activated, and Door
Propped Open or Door Forced Open. For Door Propped Open or Door Forced Open, the
Door Position Switch must be configured using the HHD.



Troubleshooting

Problem
Problem indication Solution
CT5000 is not |No blink from Confirm connection to external power supply. See
operating PWR/TAMPER Wiring diagram CT5000 x magnetic lock on page
LED 10, page 11 and page 12.
The PWR/TAMPER LED should flash green when the
CT5000 is powered and the lid is removed.
Confirm the J8 jumper is in LINE position.
The credential | The CT5000 Confirm that the four (4) connections required for

reader is not

STRIKE Relay/LED

basic operation readers are properly connected:

settings with
HHD

operating is not activated Power, Ground, CLK/D1 and DATA/DO.
properly when acardor | confirm that CLK/D1 and DATA/DO wiring is not
keypad credential | .o arced.
is presented
Consult the reader’s user guide and confirm that the
reader has specified power.
The reader’s The CT5000 does not configure and may not control
beeper and/or LED |the reader’s beeper or LED settings.
is not functioning | consult the reader’s user guide for more information
as expected on configuring the reader’s beeper or LED patterns.
HHD is not No USB LED Make sure the USB connector is properly connected.
cgmmunicating HHD display The USB LED will blink green.
with the reads “No Device |Set the HHD connection type to “USB”. See Handheld
CT5000 Connected” Device (HHD) on page 14.
Unable to HHD display reads |Check that the HHD is properly coupled to the
configure “Your HHD is not | CT5000. See Handheld Device (HHD) on page 14.

authenticated to
perform this action”

Important things to know before calling technical service

The CT5000 may not provide complete control of the reader’s beeper or LEDs. Please

consult the reader’s manufacturer for instruction on reader configuration.

access control rights.

The two reader inputs on the CT5000 are independent inputs. Both have the same

AUX relay action is assigned by the door programming. A credential must have AUX

relay rights before the CT5000 will activate the AUX relay. The AUX relay will activate
only when the CT5000 is in normal operating mode.

for access.

22 + Schlage + CT5000 user guide

When the CT5000 is operating in construction mode, only the strike relay will activate



*passaid S| uonINg IDYTHIS Y1 3[IYM SANDE Ulewa] [[IM 19da3q Japeal pue ‘sg37 Japeal ‘sq3 pAeoquo ‘skejal ||y .meE_XOLQQm ale Em;@m__o jo
‘uolINg 1353y aseajas pue ssaid ‘uonng 39y THIS 3y bulpjoy ajiym Sl 9|eds pue muuw.ﬁo JO suoied07 ®10N m——---==
“IN2DO |[IM INO-3WIY 10 SPUOISS 0 UIYIM Japeal 3y o) pawwelboid
9 01 [EIIUSPAID DY) WIS U6 IYBI| [|IM Q37 DNFGIA dYL “I9PEeaI 3y 01 [EUSP3ID UOHINIISUOD 1DISEW BY] JUSAI]
‘[e13USPaId UONINIISUOD Jasn ydea wesboid o)
13USPAID UONDNAISUOD Ja)sew ay) weiboid 0) 31e1s Jneyap 10138y Ul 9¢ 1SNW 0005 LD BI0N bunuweibosg '
SPO-UONINIISUOD '
*IN220 1N0-2WI) ‘SPUOIAS G UIYIIM pauasaid v SAVI3Y
10U SI [BIIUSPAID Y1 J| "$IIS G UIYUM J9PEI 3Y) O) [BRUSP3ID PIjeA JUSsaid UsY) ‘uonIng IDYTHIS PloY pue ssaid . !
|B13USPaId UONINIISUOD J3)sew e weiboid o)
VTV R
*$295 Q€ 10} P3|CeUD S| MopUIM Bulidno) "$33s § UIYIIM SaWI3 € UonINg YN ssaid ‘UoNNg IDYTHIS PIoY pue ssald buidnod T !
g
*$29s € J0J SUONING HNIT PUB IDYTHIS HLOG PIoY pue ssald | 19say 3 neyaq A101oe4 9a31 “ m | m
O H
>
suonesadQ pasuanbag v -2
Q LI
(&) [ '
c SNIVIS|  ggm p.oIII -
' H 1
o AV13d " Pl g
Q BIYLS | ¢ P
(0] HE I '
= va3 I LU |
[
2 RN
O Pa1uasaid J91seW I9)E ‘|e1IUSPAID UOIIDNIISUOD 135N 10} Buniep (Xew-spuodas 0z) N33O P!IoS JOVIHOS MNIT : = m :
Inoawn 295-0g / A||njssaons pawweifoid [ennuspaid uoidNIsuod ((YeEp)} ! ' !
w 135N / A||nyssa2ons pawiwelfoud [enuspald UondNASUOD IAISe S3Ysey NI PO § ong3d ' H I
' H e m
AjInyssadons pajajdwiod 1953y 3nejaq A101oe4 puod3s | Joj NITYD 1S ZS fmmmmmm- ! T
(o]
- pa123uu0od gsn Buiyseyy N3IYO Mo|S (za3m) P e e - eazn 13S3H
O Buijdnod sns N340/ buneuwsayy asn ,/ Moddns/wodabe|ydsmmm
|e2n14d 36e3j0A AIdIeq |19 Uj0D Buiysey NIZYO 154 UsIA Jo \
/ \
(a3 {  19|eap pazuoyine [edojnokpeuo) €S
4j0 1ar0) Buiyseyy N34S MmolS saduwe]/1amog m m
) RIS L._ ‘uonewuojuiadAsp sjeudoidde | X1 /Xd
pazbiaua-ap Aefay Hol  (oam) *\, 341 yum padejdal aq pjnoys ,
pazibiaua Aejay N334D ploS Wev1vY ) 199e] s1Y3 ‘(007 INSM) JoMuo
pazibiaus-ap Aejpy 440 (sa@3m) \\ sniels ssafallpn 10 (0ov1YM) oNng3da
pazibiaua Aejoy N334D piIoS Xnv =7 9dB}I31u| Ispeay ssa|alIM b
1 1
pazIBiaUs-ap Aeion EG) I | eo01pabueyd siQo0SLISIYIN !
pazibiaus Aejoy NI pros | DiHLS m "9DIASP 43]|0AIU0D 0005 LD B3 O} m 1a31
i AINO sutenad uonewoyul siy L i
000s1D uolnipuod eamn i . |
1 ‘310N H

23



FCC statements
FE

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
1. this device may not cause harmful interference, and
2. this device must accept any interference received, including interference that may cause undesired
operation.
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